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[bookmark: _Hlk321911788]How personnel are added to a Service Roster:

Licensed personnel are ONLY added to a Service Roster through E-Licensing after the appropriate electronic forms are completed and approved.  Being placed on a Service Roster is a 2-step process.  First the individual must apply for and be issued a license.  Next they must complete a Local Credential Agreement (LCA) to be placed on any Service Roster.

Drivers, RN’s and Billing personnel can only be added to your roster by providing their name, contact info, preferably an email address but at a minimum a phone number to our office and we will add them for you.

[bookmark: _Hlk321911755]How to inactivate personnel from the Service Roster:

If you need to inactivate a person from your roster please follow these steps:
· Go to your service Staff listing by clicking the blue Staff tab near the top of the webpage.
· Click on the name of the person you want to inactivate.
Note – you may need to navigate to another page if your service has more than 15 members.  You can also choose to show more than 15 records at a time by using the drop-down box for the Records field.
· Click on the Edit button at the bottom of the User’s summary page.
· Go to the Permissions tab in their account.
· Part way down the page you will see their Current Status, click the Inactivate radio button.
· To save this change click on the OK button at the bottom of the page.

[bookmark: _Password_Requirements]Password Requirements

All passwords must contain at least 7 characters. In addition to lowercase letters, passwords are required to have at least one uppercase letter and one number.  They are not required to be changed within a certain timeframe but the account will be locked if it is not access over an extended period of time.



Helping Staff Members access their accounts:

If individuals are have difficulty accessing their WARDS account, first check their account and verify they have a User ID and password in their account.  This can be found in the individual’s account on their Permission tab.

[bookmark: _Hlk321911734]If a Staff Members have a User ID and Password in their account:

Have them attempt to recover them by following these steps:
· Click on the red “CLICK HERE IF YOU FORGOT YOUR PASSWORD” hyperlink below the Submit button.
· In the next window enter the email address recorded in the account.
· Click the “Send” button to have an email sent to this email address with their User ID and password.

Note - this will only work if the email address entered is the same one that is recorded in the account.  Otherwise they will be advised their email could not be found.

[bookmark: _Hlk321911704]If a Staff Members User ID field is blank:

As a Rescue Service Administrator, you have the ability to provide them with a User ID.  To make it easier for them to remember this, you may ask them if they would like it to be the same as their E-Licensing User Name or if they have another preference.  If so, have them provide this to you.  Be sure to click the OK button at the bottom of the window to save this change.  Be aware that User ID’s must be unique. If it does not allow you to save a specific User ID, it might be because someone else has already been assigned that User ID.  Just try again with different User ID.

[bookmark: _Hlk321911682]If a Staff Members password field is blank or needs to be reset:

We recommend providing a generic password such as Password1 or Welcome1 for all password changes. However, to have this work effectively, you must also check the Reset User Password box at the bottom of the Login Information area of the Permissions tab.  This will allow the individual to choose a password they are familiar with and reduce the amount of time you need to complete this task.

Note – if you make changes to your own individual account on the Demographics tab of your account, they will update your E-Licensing account.  However, if you attempt to make changes to another individual’s Demographics tab they will NOT update their E-Licensing account.  In addition, these changes will be overwritten the next time that Staff Member’s account is synced between E-Licensing and WARDS.  Only personnel logged into their own account will have their demographic information update their E-Licensing account.



[bookmark: _Hlk321911605]Updating Service Account information:

To change any service related information such as phone number, email address, etc. follow these steps:
· Go to your service setup listing by clicking the Setup tab near the top of the webpage.
· On the left side of the next window, click on the Service Information link under Service Settings And Resources>Service>Service information.
· Then click the Edit button in the next window.
· After making the necessary changes, be sure to click the OK button at the bottom of the page to save the changes.

Note - the information changed under the Setup tab will also update the service information in E-Licensing.

[bookmark: _Hlk321911573]How to determine if Staff Members had renewed their license:

We have created a report for you to run to track the status of your Staff Members during the renewal process.  Follow these steps:

· Click on the Report Writer 2.0 tab at the top of the window.
· Scroll Down and click on the Service Information folder.
· This will show the reports that are in this folder.  Choose the Service License Expiration report.
· When it opens to the right of the report listing, click the Generate Report button in the upper right hand corner.
· Click the arrow on the far right and choose your service from the drop-down list.  If you enter the first letter of your service name it will reduce the amount scrolling you will need to do to find your service in the list.  If you choose a service other than the one you belong to, it will return no records.
· Next click the Generate button in the lower left corner.
· You can either view the report as provided or click the Export button in the upper right hand corner.  This will allow you to choose various report formats to save your report, if needed.



Training Resources

[bookmark: _Hlk321911475]Training and Testing Site:

DO NOT use your Service WARDS account to create test run reports. The data in your regular service account is used to compile data for your service and for statewide comparisons. Test run reports should ONLY be created in the Training and Testing site. Conversely, actual run reports should not be entered in the Training and Testing site. As everyone has access to this data this would be a major HIPAA violation if you were to use actual patient information. This is the reason Training Center accounts are no longer linked to Service WARDS accounts. You should have a separate User ID and password to access these account types.

If you already have a Training Center account this is the preferred location to create a test run report. If you do not have an active Training Center account you can access a generic testing account that has been created for this purpose.  At the WARDS logon screen instead of entering your usual User ID and password, you can enter to following:

Permission Level	User ID	Password
For Staff Members	emsprov	testing
For Administrators	servdir	testing
For Medical Directors	meddir	testing

This will allow personnel access to the Training and Testing site where you can create a test run report to become familiar with it use.

[bookmark: _Hlk321911448]ImageTrend University:

[bookmark: _GoBack]Another resource is ImageTrend University. To access this, click on the More tab then choose Help. This will open another window where you can choose the various User Guides in the main window.  From the left-hand column you can choose from several educational videos for a User, Medical Director or Administrator. You can also view FAQ’s and other associated products.  The product we use is EMS State Bridge v.5.

