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	ADDITIONAL IMPORTANT INFORMATION
Conducting a Risk Assessment: An unauthorized acquisition, access, use, or disclosure of protected health information in a manner not permitted under the Privacy Rule is presumed to be a breach as defined in 45 CFR 164.402(2), unless the Department demonstrates through a Risk Assessment that there is a low probability that the protected health information has been compromised.
A Risk Assessment based on the following factors must be completed:
The nature and extent of the protected health information involved, including the types of identifiers and the likelihood of re-identification;
The unauthorized person who acquired, accessed, used, or disclosed the protected health information or to whom the disclosure was made;
Whether the protected health information was actually acquired or viewed; and
The extent to which the risk of compromise to the protected health information has been mitigated. 
Evaluate the overall probability that the protected health information has been compromised by considering all the factors in their totality. If the evaluation of the factors fails to demonstrate the low probability the protected health information has been compromised. Breach notification is necessary and required.
Breach Notification Requirements: If it is determined that a breach has occurred based upon the results of a properly completed Risk Assessment, identify the individuals whose PHI has been compromised. These individual notifications must be provided without unreasonable delay and in no case later than 60 days following the discovery of the breach pursuant to 45 CFR 164.404. A breach shall be treated as a discovered on the first day the breach is known, or by exercising reasonable diligence, would have been known. Time for notifications begins when a breach is discovered or should have been discovered



