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2014 STATE AND COUNTY CONTRACT SIGNATURE PAGES 

Covering Social Services and Community Programs 
 

The following pages are the signatures pages for the 2014 Calendar Year Contract between the State of 
Wisconsin and the identified County.  Please review the complete contract posted online prior to signing 
the following pages.  Fill out the following form areas, print and sign for return.  Please scan and email to 
the assigned Area Administrator for the County and copy Lucindak.champion@wisconsin.gov    
 
 
 

Area Administration Contact Information: 

 
 Jamie Christianson-Fawcett  
(715) 836-3892  
Jamie.Fawcett@wisconsin.gov  
 

 

 

Counties: Brown, Calumet, Door, 
Fond du Lac, Green Lake, 
Kewaunee, Manitowoc, Marinette, 
Marquette, Menominee, Oconto, 
Outagamie, Shawano, Sheboygan, 
Waupaca, Waushara, Winnebago  
 

Jamie Christianson-Fawcett  
(715) 836-3892  
Jamie.Fawcett@wisconsin.gov 
  

 

 

Counties: Ashland, Bayfield, 
Florence, Forest, Iron, Langlade, 
Lincoln, Marathon, Oneida, 
Portage, Price, Sawyer, Taylor, 
Vilas, Wood  
 

Vacant  
During vacancy contact:  
Jamie Christianson-Fawcett  
(715) 836-3892  
Jamie.Fawcett@wisconsin.gov 

 

Counties: Jefferson, Kenosha, 
Milwaukee, Ozaukee, Racine, 
Walworth, Washington, Waukesha  

  

Vacant  
During vacancy contact:  
Jamie Christianson-Fawcett  
(715) 836-3892  
Jamie.Fawcett@wisconsin.gov 

 

Counties: Adams, Columbia, 
Crawford, Dane, Dodge, Grant, 
Green, Iowa, Juneau, LaFayette, 
Richland, Rock, Sauk, Vernon  
 

Jamie Christianson-Fawcett  
(715) 836-3892  
Jamie.Fawcett@wisconsin.gov  

 

 

 

Counties: Barron, Buffalo, 
Burnett, Chippewa, Clark, 
Douglas, Dunn, Eau Claire, 
Jackson, LaCrosse, Monroe, 
Pepin, Pierce, Polk, Rusk, St. 
Croix, Trempealeau, Washburn  
 

   

mailto:Lucindak.champion@wisconsin.gov
mailto:Jamie.Fawcett@wisconsin.gov
mailto:Jamie.Fawcett@wisconsin.gov
mailto:Jamie.Fawcett@wisconsin.gov




 

 
12.01 CERTIFICATION REGARDING LOBBYING 

 
 

Certification for Contracts, Grants, Loans, and Cooperative Agreements 

The undersigned certifies, to the best of his or her knowledge and belief, that: 

(1) No Federal appropriated funds have been paid or will be paid, by or on behalf of the undersigned, to 

any person for influencing or attempting to influence an officer or employee of any agency, a Member of 

Congress, an officer or employee of Congress, or an employee of a Member of Congress in connection 

with the awarding of any Federal Contract, the making of any Federal grant, the making of any Federal 

loan, the entering into of any cooperative agreement, and the extension, continuation, renewal, 

amendment, or modification of any Federal Contract, grant, loan, or cooperative agreement.   

(2) If any funds other than Federal appropriated funds have been paid or will be paid to any person for 

influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an 

officer or employee of Congress, or an employee of a Member of Congress in connection with this 

Federal Contract, grant, loan, or cooperative agreement, the undersigned shall complete and submit 

Standard Form-LLL, "Disclosure Form to Report Lobbying," in accordance with its instructions.  

(3) The undersigned shall require that the language of this certification be included in the award 

documents for all subawards at all tiers (including Subcontracts, subgrants, and Contracts under grants, 

loans and cooperative agreements) and that all subrecipients shall certify and disclose accordingly.   

This certification is a material representation of fact upon which reliance was placed when this 

transaction was made or entered into.  Submission of this certification is a prerequisite for making or 

entering into this transaction imposed by Section 1352, title 31, U.S. Code.  Any person who fails to file 

the required certification shall be subject to a civil penalty of not less than $10,000 and not more than 

$100,000 for each such failure.  

 
 
    
(Signature of Official Authorized to Sign Application) (Date) 
 
            
(Print Name)     (Title) 
 
                
(Agency / Contractor Name)  (Title of Program)
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12.02 CERTIFICATION REGARDING DEBARMENT AND SUSPENSION 

 
By signing and submitting this proposal, the prospective primary participant is providing the certification 
set out below. 
 

1. The inability of a person to provide the certification required below will not necessarily result in 
denial of participation in this covered transaction. The prospective participant shall submit an 
explanation of why it cannot provide the certification set out below. The certification or 
explanation will be considered in connection with the Department or agency's determination 
whether to enter into this transaction. However, failure of the prospective primary participant to 
furnish a certification or an explanation shall disqualify such person from participation in this 
transaction. 

2. The certification in this clause is a material representation of fact upon which reliance was 
placed when the Department or agency determined to enter into this transaction. If it is later 
determined that the prospective primary participant knowingly rendered an erroneous 
certification, in addition to other remedies available to the Federal Government, the 
Department or agency may terminate this transaction for cause or default. 

3. The prospective primary participant shall provide immediate written notice to the Department 
or agency to which this proposal is submitted if at any time the prospective primary participant 
learns that its certification was erroneous when submitted or has become erroneous by reason 
of changed circumstances. 

4. The terms covered transaction, debarred, suspended, ineligible, lower tier covered transaction, 
participant, person, primary covered transaction, principal, proposal, and voluntarily excluded, 
as used in this clause, have the meanings set out in the Definitions and Coverage sections of 
the rules implementing Executive Order 12549. You may contact the Department or agency to 
which this proposal is being submitted for assistance in obtaining a copy of those regulations. 

5. The prospective primary participant agrees by submitting this proposal that, should the 
proposed covered transaction be entered into, it shall not knowingly enter into any lower tier 
covered transaction with a person who is proposed for debarment under 48 CFR part 9, 
subpart 9.4, debarred, suspended, declared ineligible, or voluntarily excluded from 
participation in this covered transaction, unless authorized by the Department or agency 
entering into this transaction. 

6. The prospective primary participant further agrees by submitting this proposal that it will 
include the clause titled ``Certification Regarding Debarment, Suspension, Ineligibility and 
Voluntary Exclusion-Lower Tier Covered Transaction,'' provided by the Department or agency 
entering into this covered transaction, without modification, in all lower tier covered 
transactions and in all solicitations for lower tier covered transactions. 

7. A participant in a covered transaction may rely upon a certification of a prospective participant 
in a lower tier covered transaction that it is not proposed for debarment under 48 CFR part 9, 
subpart 9.4, debarred, suspended, ineligible, or voluntarily excluded from the covered 
transaction, unless it knows that the certification is erroneous. A participant may decide the 
method and frequency by which it determines the eligibility of its principals. Each participant 
may, but is not required to, check the List of Parties Excluded from Federal Procurement and 
Non-procurement Programs. 

8. Nothing contained in the foregoing shall be construed to require establishment of a system of 
records in order to render in good faith the certification required by this clause. The knowledge 
and information of a participant is not required to exceed that which is normally possessed by 
a prudent person in the ordinary course of business dealings. 

9. Except for transactions authorized under paragraph 6 of these instructions, if a participant in a 
covered transaction knowingly enters into a lower tier covered transaction with a person who is 
proposed for debarment under 48 CFR part 9, subpart 9.4, suspended, debarred, ineligible, or 
voluntarily excluded from participation in this transaction, in addition to other remedies 
available to the Federal Government, the Department or agency may terminate this transaction 
for cause or default. 
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12.02 CERTIFICATION REGARDING DEBARMENT AND SUSPENSION 
 
 

The undersigned (authorized official signing for the applicant organization) certifies to the best of his or 
her knowledge and belief that the applicant defined as the primary participant in accordance with 48 CFR 
Part 9, subpart 9.4 and its principles: 
 
1. The prospective primary participant certifies to the best of its knowledge and belief that it and its 

principals: 
 
a)    are not presently debarred, suspended, proposed for debarment, declared ineligible or voluntarily 

excluded from covered transactions by any Federal Department or agency; 
 
b)    have not within a three-year period preceding this proposal been convicted of or had a civil 

judgment rendered against them for commission of fraud or a criminal offence in connection with 
obtaining, attempting to obtain or performing a public (Federal, State or local) transaction; 
violation of Federal or State antitrust statutes or commission of embezzlement, theft, forgery, 
bribery, falsification or destruction of records, making false statement or receiving stolen 
property; 

 
c)    are not presently indicated or otherwise criminally or civilly charged by a governmental entity 

(Federal, State or local) with commission of any of the offenses enumerated in paragraph (b) of 
this certification; and 

 
d)    have not within a three-year period preceding this application/proposal had one or more public 

transaction (Federal, State or local) terminated for cause or default.  
 
2. Where the prospective primary participant is unable to certify to any of the statements in this 

certification, such prospective participant shall attach an explanation to this Contract 
 
 
 
    
(Signature of Official Authorized to Sign Application) (Date) 
 
 
 
           
(Print Name)    (Title) 
 
 
               
(Agency / Contractor Name) (Title of Program)
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12.03  BUSINESS ASSOCIATE AGREEMENT 
 

 
This Business Associate Agreement (Agreement) supplements and is incorporated into the existing 
Underlying Contract (Contract) known as the 2014 State and County Contract covering the provision of 
Contracted services entered into by and between the County and the Department of Health Services.  
The Departments will be referred to as the ‘Covered Entity’ and the County will be referred to as the 
“Business Associate.” 
 
This Agreement is specific to those services, activities, or functions covered in the Contract where it has 
been determined that the Business Associate is performing services, activities, or functions on behalf of 
the Covered Entity that are covered by the Health Insurance Portability and Accountability Act of 1996 
(HIPAA) including all pertinent regulations (45 CFR Parts 160 and 164) issued by the U.S. Department of 
Health and Human Services as either have been amended by Subtitle D of the Health Information 
Technology for Economic and Clinical Health Act (the “HITECH” Act), as Title XIII of Division A and Title 
IV of Division B of the American Recovery and Reinvestment Act of 2009 (Pub. L. 111-5).  These 
services, activities, or functions include: 
 

(i) Brain Injury Waiver; 
(ii) Community Integration Program (CIP IA); 
(iii) Community Integration Program (CIP IB); 
(iv) Wisconsin Well Woman Program (WWP) ; 
(v) Medicaid Community Waivers (CIP II/COP-W);  
(vi) Community Supported Living Arrangements and 
(vii) Children’s Long-Term Support (CLTS) 

 
The Covered Entity and Business Associate agree to modify the Contract to incorporate the terms of this 
Agreement and to comply with the requirements of HIPAA addressing confidentiality, security and the 
transmission of individually identifiable health information created, used or maintained by the Business 
Associate during the performance of the Contract and after Contract termination.  The parties agree that 
any conflict between provisions of the Contract and the Agreement will by governed by the terms of the 
Agreement.  

 
1. DEFINITIONS 

 
The following terms shall have the following meaning in this Agreement. Terms used, but not 
otherwise defined, in this Agreement shall have the same meaning as those terms specified 
in the Privacy Rule.  

 
a. “Breach” shall have the same meaning as the term “breach” in 45 CFR § 164.402 and shall 

include unauthorized acquisition, access, use or disclosure of PHI that compromises the 
security or privacy of such information.   

 
b. "Corrective Action Plan" means a plan communicated by the Covered Entity to the Business 

Associate for the Business Associate to follow in the event of any threatened or actual use or 
disclosure of any PHI that is not specifically authorized by this Agreement, or in the event 
that any PHI is lost or cannot be accounted for by the Business Associate. 

 
c. “Disclosure” means the release, transfer, provision of access to, or divulging in any other 

manner of information outside the entity holding the information. 
 
d. “Electronic Health Record” means an electronic record of health-related information on an 

individual that is created, gathered, managed, and consulted by authorized health care 
clinicians and staff. 

 
e. “Incident” means a use or disclosure of PHI by the Business Associate or subcontractor not 

authorized by this Agreement or in writing by the Covered Entity, a breach, a complaint by an 
individual who is the subject of any PHI created or maintained by the Business Associate on 
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behalf of the Covered Entity, and any Federal HIPAA related compliance contact.  Also 
included in this definition is any attempted, successful or unsuccessful, unauthorized access, 
modification, or destruction of PHI, including electronic PHI, or interference with the 
operation of any information system that contains PHI.   

 
f. “Individual” means the person who is the subject of protected health information or the 

personal representative of an Individual as defined and provided for under applicable 
provisions of HIPAA. 

 
g. “Protected Health Information (PHI)” means health information, including demographic 

information, created, received, maintained, or transmitted in any form or media by the 
Business Associate, on behalf of the Covered Entity, where such information relates to the 
past, present, or future physical or mental health or condition of an individual, the provision of 
health care to an individual, or the payment for the provision of health care to an individual, 
that identifies the individual or provides a reasonable basis to believe that it can be used to 
identify an individual.    

 
h.  “Unsecured Protected Health Information” means Protected health information (PHI) that is 

not rendered unusable, unreadable, or indecipherable to unauthorized individuals through the 
use of technology or methodology specified by the HHS Secretary in guidance or as 
otherwise defined in the §13402(h) of the HITECH ACT and 45 CFR § 164.402. 

 
i. Unless otherwise defined in this Agreement, terms used herein shall have the same meaning 

as those terms have in the Privacy Rule. 
 
2. RESPONSIBILITIES OF BUSINESS ASSOCIATE 
 

a. Business Associate shall not use or disclose any PHI except as permitted or required by the 
Contract or this Agreement, as permitted or required by law, or as otherwise authorized in 
writing by the Covered Entity, provided that such use or disclosure would not violate the 
HIPAA regulations if done by the Covered Entity. 

b. Business Associate shall only use and disclose PHI if such use or disclosure complies with 
each applicable requirement of 45 CFR §164.504(e). 

c. Business Associate shall be directly responsible for full compliance with relevant 
requirements of the Privacy Rule to the same extent as the Covered Entity.  

d. Business Associate shall comply with Section 13405(b) of the HITECH Act when using, 
disclosing, or requesting PHI in relation to this Agreement by limiting disclosures as required 
by HIPAA. 

e. Business Associate shall refrain from receiving any remuneration in exchange for any 
Individual’s PHI unless (1) that exchange is pursuant to a valid authorization that includes a 
specification of whether PHI can be further exchanged for remuneration by the entity 
receiving PHI of that Individual, or (2) satisfies one of the exceptions enumerated in Section 
13405(d)(2) of the HITECH Act or HIPAA regulations. 

f. Business Associate shall refrain from marketing activities that would violate HIPAA, 
specifically Section 13406 of the HITECH Act.  

 
3. SAFEGUARDING AND SECURITY OF PROTECTED HEALTH INFORMATION 
 

a. Business Associate shall develop, implement, maintain, and use:   reasonable and 
appropriate administrative, technical, and physical safeguards that reasonably and 
appropriately safeguard the confidentiality, integrity, and availability of PHI, in any form of 
media, that it creates, receives, maintains, uses or transmits on behalf of the Covered Entity; 
and to prevent use and disclosure of PHI other than as provided for by this Agreement.   

b. Business Associate shall cooperate in good faith in response to any reasonable requests 
from the Covered Entity to discuss, review, inspect, and/or audit Business Associate’s 
safeguards. 
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4. REPORTING OF INCIDENTS TO COVERED ENTITY BY BUSINESS ASSOCIATE 
 

The Business Associate agrees to inform the Covered Entity of any Incident covered by this, 
including an Incident reported to Business Associate by subcontractors or agents.     

a. Discovery of Incident.  The Business Associate must inform the Covered Entity by 
telephone call plus email or fax immediately within the same day of the discovery of any 
Incident, including but not limited to:  the discovery of breach of security of PHI in 
computerized form if the PHI was, or is reasonably believed to be acquired by an 
unauthorized person; the discovery of any suspected security incident, intrusion or 
unauthorized use or disclosure of PHI in violation of this Agreement; or the discovery of 
potential loss of confidential data affecting this Agreement.   

(i) The Incident shall be treated as “discovered” as of the first day on which the Incident 
is known to the Business Associate, or, by exercising reasonable diligence would 
have been known to the Business Associate.   

(ii) Notification shall be provided to one of the contact persons as listed in section d.  
(iii) Notification shall occur within the first business day that follows discovery of the 

incident. 
 
b. Mitigation.  The Business Associate shall take immediate steps to mitigate any harmful 

effects of the unauthorized use, disclosure, or loss.  The Business Associate shall 
reasonably cooperate with the Covered Entity’s efforts to seek appropriate injunctive relieve 
or otherwise prevent or curtail such threatened or actual breach, or to recover its PHI 
including complying with a reasonable Corrective Action Plan. 
 

c. Investigation of Breach.  The Business Associate shall immediately investigate the Incident 
and report in writing within one (1) week to one of the contacts as listed in section 4d with the 
following information: 

(i) Each individual’s whose PHI has been or is reasonably to have been accessed, 
acquired, or disclosed during the Incident, 

(ii) A description of the types of PHI that were involved in the Incident (such as full 
name, social security number, date of birth home address, account number and 
etc.).  Incident, 

(iii) A description of unauthorized persons known or reasonably believed to have 
improperly used or disclosed PHI or confidential data, 

(iv) A description of where the PHI or confidential data is believed to have been 
improperly transmitted, sent, or utilized, 

(v) A description of probable causes of the improper use or disclosure, 
(vi) A brief description of what the Business Associate is doing to investigate the 

Incident, to mitigate losses and to protect against further Incidents, 
(vii) The actions the Business Associate has undertaken or will undertake to mitigate any 

harmful effect of the occurrence, and 
(viii) A corrective action plan that includes the steps the Business Associate has taken or 

shall take to prevent future similar Incidents.  
 

d. Covered Entity Contact Information.  To direct communications to above referenced 
Covered Entity’s staff, the Business Associate shall initiate contact as indicated herein.  The 
Covered Entity reserves the right to make changes to the contact information by giving 
written notice to the Business Associate.   

 
Covered Entity Program 
Manager –  Name & 
phone number 

 
 

DHS Privacy Officer 
c/o Office of Legal Counsel 
Department of Health 
Services 
1 W. Wilson St. 
Madison, WI  53707 
608-266-5484 
 

DHS Security Officer 
Department of Health 
Services 
1 W. Wilson St. 
Madison, WI 53707 
608-261-8310 
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5. USE OR DISCLOSURE OF PROTECTED HEALTH INFORMATION BY SUBCONTRACTORS AND 
AGENTS OF THE BUSINESS ASSOCIATE 

 
The Business Associate agrees to ensure that any agents or subcontractors, to whom the Business 
Associate provides PHI received from, or created or received by the Business Associate on behalf of 
the Covered Entity, agrees to the same restrictions and conditions in writing applicable to the 
Business Associate in this Agreement.   The Business Associate shall ensure that any agent, 
including a subcontractor to which a Business Associate provides such information agrees to 
implement reasonable and appropriate safeguards to protect data; and report to the Covered Entity 
any Incident of which it becomes aware.  
 

6. COMPLIANCE WITH ELECTRONIC TRANSACTIONS AND CODE SET STANDARDS 
 

 If Business Associate conducts any Standard Transaction for, or on behalf, of Covered Entity, 
Business Associate shall comply, and shall require any subcontractor or agent conducting such 
Standard Transaction to comply, with each applicable requirement of Title 45, Part 162 of the Code 
of Federal Regulation.  Business Associate shall not enter into, or permit its subcontractors or agents 
to enter into, any Agreement in connection with the conduct of Standard Transactions for or on behalf 
of Covered Entity that:  

a. Changes the definition, Health Information condition, or use of a Health Information element 
or segment in a Standard;  

b. Adds any Health Information elements or segments to the maximum defined Health 
Information  Set;  

c. Uses any code or Health Information elements that are either marked “not used” in the 
Standard’s Implementation Specification(s) or are not in the Standard’s Implementation 
Specifications(s); or 

d. Changes the meaning or intent of the Standard’s Implementations Specification(s). 
 
7. ACCESS TO PROTECTED HEALTH INFORMATION 
 

At the direction of the Covered Entity, Business Associate agrees to provide access in accordance to 
45 CFR 164.524 and Section 13405(e) of the HITECH Act to any PHI held by the Business 
Associate, which Covered Entity has determined to be part of Covered Entity’s Designated Record 
Set, in the time and manner designated by the Covered Entity.  This access will be provided to 
Covered Entity or, as directed by Covered Entity, to an Individual, in order to meet requirements 
under the Privacy Rule. 

 
8. AMENDMENT OR CORRECTION TO PROTECTED HEALTH INFORMATION 
 

At the direction of the Covered Entity, the Business Associate agrees to amend or correct PHI held 
by the Business Associate and which the Covered Entity has determined to be part of the Covered 
Entity’s Designated Record Set, in the time and manner designated by the Covered Entity in 
accordance with 45 CFR 164.526.    

 
9. DOCUMENTATION OF DISCLOSURES OF PROTECTED HEALTH INFORMATION BY THE 

BUSINESS ASSOCIATE 
 

The Business Associate agrees to document and make available to the Covered Entity or (at the 
direction of the Covered Entity) to an Individual such disclosures of PHI to respond to a proper 
request by the Individual for an accounting of disclosures of PHI, in accordance with 45 CFR 164.528 
and §13405(c) of the HITECH Act.    

 
10.  INTERNAL PRACTICES 
 

The Business Associate agrees to make its internal practices, books, and records relating to the use 
and disclosure of PHI available to the Covered Entity, or to the federal Secretary of Health and 
Human Services (HHS) in a time and manner determined by the Covered Entity or the HHS 
Secretary or designee, for purposes of determining compliance with the requirements of HIPAA.  
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Further, the Business Associate agrees to promptly notify the Covered Entity of communications with 
HHS regarding PHI and will provide the Covered Entity with copies of any PHI or other information 
the Business Associate has made available to HHS under this provision. 

 
11. TERM AND TERMINATION OF AGREEMENT  
 

a. The Business Associate agrees that if in good faith the Covered Entity determines that the 
Business Associate has materially breached any of its obligations under this Agreement, the 
Covered Entity may: 

(i) Exercise any of its rights to reports, access and inspection under this Agreement;  
(ii) Require the Business Associate with a 30-day period to cure the breach or end the 

violation; 
(iii) Terminate this Agreement if the Business Associate does not cure the breach or end 

the violation within the time specified by the Covered Entity; 
(iv) Immediately terminate this Agreement if the Business Associate has breached a 

material term of this Agreement and cure is not possible; or 
(v) If neither cure nor termination is feasible, report the violation to the Secretary of the 

U.S. Department of Health and Human Services.  
 

b. Before exercising either (ii) or (iii), the Covered Entity will provide written notice of preliminary 
determination to the Business Associate describing the violation and the action the Covered 
Entity intends to take. 

 
12. RETURN OR DESTRUCTION OF PROTECTED HEALTH INFORMATION 
 

Upon termination, cancellation, expiration or other conclusion of this Agreement, the Business 
Associate will:  
 

a. Return to the Covered Entity or, if return is not feasible, destroy all PHI and any compilation 
of PHI in any media or form. The Business Associate agrees to ensure that this provision 
also applies to PHI of the Covered Entity in possession of subcontractors and agents of the 
Business Associate.   The Business Associate agrees that any original record or copy of PHI 
in any media is included in and covered by this provision, as are all original or copies of PHI 
provided to subcontractors or agents of the Business Associate. The Business Associate 
agrees to complete the return or destruction as promptly as possible, but not more than 
thirty (30) business days after the conclusion of this Agreement. The Business Associate will 
provide written documentation evidencing that return or destruction of all PHI has been 
completed.   

 
b. If Business Associate destroys PHI, it shall be done with the use of technology or 

methodology that renders the PHI unusable, unreadable, or undecipherable to unauthorized 
individuals as specified by HHS in HHS guidance.  Acceptable methods for destroying PHI 
include:  

(i) Paper, film, or other hard copy media: shredded or destroyed in order that PHI 
cannot be read or reconstructed; and  

(ii) Electronic media:  cleared, purged or destroyed consistent with the standards of the 
National Institute of Standards and Technology (NIST).   

Redaction is specifically excluded as a method of destruction of PHI, unless the information 
is properly redacted so as to be fully de-identified. 

 
c. If the Business Associate believes that the return or destruction of PHI is not feasible, the 

Business Associate shall provide written notification of the conditions that make return or 
destruction not feasible.  If the Business Associate and Covered Entity agree that return or 
destruction of PHI is not feasible, the Business Associate shall extend the protections of this 
Agreement to PHI and prohibit further uses or disclosures of the PHI of the Covered Entity 
without the express written authorization of the Covered Entity.  Subsequent use or 
disclosure of any PHI subject to this provision will be limited to the use or disclosure that 
makes return or destruction not feasible. 
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